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Abstract

Low-power personal area networks (LoWPANs) are still in its early stage of development, but the
range of conceivable usage scenarios is tremendous. The numerous possible applications of Wireless
Sensor Networks (WSNs) make obvious that mesh and multi-technology topologies will be prevalent
in LoWPAN environments and mobility is one of the most important issues in the Future Networks.
Mobility based communication can prolong the lifetime of devices, increase the connectivity between
nodes and clusters, and support fault tolerance. Using distributed LoWPANs is possible to sculpt the
devices density to cluster around areas of interest, cover large areas, and work more efficiently. The
required mobility is heavily dependent on the individual service scenario and the LoWPAN architec-
ture. For that reason in this paper is presented a mobility protocol oriented to clinical environments.
This protocol is based on our monitoring architecture oriented for continuous vital signs monitoring.
Thereby, it has been defined and optimized to exploit the other elements of the architecture with
high capacity and resources (6LoWPAN Border Router and gateways) to reduce latency and node’s
overload with respect to other IPv6 mobility solutions such as Mobile IPv6 (MIPv6).

1 Introduction

Wireless sensor networks (WSNs) have recently been proposed for a large range of applications in several
areas, such as home and industrial automation, environmental monitoring, and healthcare [28]. Particu-
larly solutions based on IEEE 802.15.4 [2] are the most widely used. IEEE 802.15.4 specifies a wireless
link for low-power personal area networks (LoWPANs). These kinds of networks are characterized by
their more limited capabilities than other WPANs and WLANs. Specifically, IEEE 802.15.4 has smaller
frame size, lower data rate, lower bandwidth and lower transmit power to reach a low power consumption
and low cost [13].

A set of new manifold options is arriving to the WSN based on IEEE 802.15.4 networks (LoWPAN)
with the connectivity to the Internet, with the solution 6LoWPAN [21], which provides IP network layer
to IEEE 802.15.4, defined by the Internet Engineering Task Force (IETF) [9].

6LoWPAN offers to the WSN all the advantages from IP such as scalability, flexibility, tested, ex-
tended, ubiquitous, open, end-to-end connectivity, etc. In addition, we could consider that WSN nodes
are also empowered with IP protocols, e.g. protocol for mobility such as MIPv6, management such
as SNMP, and security such as IPSec. However, these protocols are not feasible for the 6LoWPAN
devices. These devices features satisfy the minimum requirements to be associated with host based
mobility, management, and security protocols, since 6LoWPAN nodes are, firstly, energy and resource
constrained, secondly, host based protocols require most of the signalling on node’s end [24], thirdly, the
design features of 6LoWPAN network were not considered in the design issues of the host based proto-
cols, e.g. a 6LoWPAN node may run out of energy causing a fault in the network, fourthly, they have
restriction in size packets, and finally, this presents aggressive techniques to conserve energy by using of
sleep schedules with long sleep periods, e.g. 6LoWPAN nodes just wake up to receive IPv6 signalling
messages, this feature introduces delays in the reception of messages because they are not attended until
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that the node wakes up. Therefore, these delays, power restrictions, packet size restrictions etc. are not
considered in the current IPv6 protocols, and they need to be considered to define a suitable protocol for
networks based on 6LoWPAN. Some additional studies about the low performance of the IPv6 protocols
over 6LoWPAN can be found for specific protocols such as MIPv6 and HMIPv6 for mobility solutions,
and SNMP for management solutions on 6LoWPAN networks in [6, 3, 4, 5].

For this reason we must redefine these kinds of protocols to satisfy the new design features [11].
For example we can find the adaptation of SNMP for 6LoWPAN networks in [25] and some mobility
approaches in [27, 6, 3, 4, 5]. Furthermore, we must consider that WSNs present a large scope of
applicability and, with the conjunction of the variety of case scenarios it is difficult to produce a standard
mobility scenario [6].

Particularly, this paper is going to define a solution for mobility over 6LoWPAN to satisfy the new
design features which has been defined from the analysis of MIPv6 [15] and the before work of mobility
for 6LoWPAN [17, 6, 3, 4, 5, 11, 27, 12, 10]. Mobility has been chosen for our research, because it is
one of the most important issues in next generation networks, mobility based communication increase the
fault tolerance capacity of the network and prolong the lifetime of devices and increase the connectivity
between nodes and clusters. Using distributed LoWPANs is possible to sculpt the devices density to
cluster around areas of interest, cover large areas, and work more efficiently by filtering local data at
the node level before it is transmitted. Furthermore, multiple controlled mobile elements can be used to
provide load balancing and gathering data.

The mobility protocol presented is optimized for Hospital Wireless Sensor Networks since healthcare
patients’ monitoring is highly desired; heart rate, SPo2, ECG, breath rate, blood pressure and weight are
common factors, which should be constantly monitored. Therefore, using portable monitoring systems
based on WSNs make possible, besides a most efficient medical service, to provide a new freedom of
the patients. For example, mobility allows that the patient is able to go for a walk around the corridor
while he is monitored; mobility also allows that the patient can be changed of room for tests without lost
the continuous monitoring, e.g. change the patient to the X-ray room. The goal of this continuous mon-
itoring in Hospitals is to reach an extended quantity of data from the patient to, on one hand, increased
the information stored in the Hospital Information System (HIS), and on the other hand, enhanced the
Knowledge Based System (KBS) to detect symptoms and predict illness such as myocardial infarction
[16, 14].

In this paper, we present a protocol to carry out intra-WSN mobility based on the architecture, which
has been defined for hospitals. This protocol shows how to exploit the other elements of the architecture
(sink nodes and gateways) with high capacity, high resources, and not so constrained with power con-
sumption to carry out the moving signalling. Thereby, mobile nodes decrease their overload and number
of messages necessaries to support mobility.

The rest of the paper is organized as follows. Section 2 presents the related works about mobility
protocols for IPv6 and 6LoWPAN. Section 3 presents the design issues that have been considered to
develop this mobility solution. Section 4 describes the architecture that we can find at the hospital,
describing the characteristics of each element. Section 5 presents the mobility protocol. Section 6
evaluates the mobility protocol. Finally, Section 7 concludes this paper.

2 Related works

Mobility in Wireless Sensor Networks is a topic highly mentioned in the WSN literature, where different
solutions have been defined in function whether the domain is changed or not, inter-mobility and intra-
mobility respectively, other type of mobility can be considered in function what is moving i.e. node or
network, and whether it is assisted by a proxy. But, these proposals are usually defined from a point
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of view where IP was not considered. For this reason, these approaches are not suitable for WSNs
based on IP such as 6LoWPAN. In this related work are analysed the different solutions for mobility
supporting IPv6, and the first approaches for 6LoWPAN, to define the basis to discover the opportunities,
limitations and possibilities to adapt the IPv6 mobility protocols to 6LoWPAN, all these design issues
are summarized in the next section.

MIPV6 protocol is the most studied and well-know protocol to provide mobility in IPv6 networks,
but it is not suitable for 6LoWPAN nodes, since it brings an enormous overload for MN, because MN is
involved during all handoff process, with very weighty messages, and high processing requirements [18].
Other approaches of mobility for IPv6 optimize some aspects with respect to MIPv6, they are analysed
to extract optimizations, which are interesting to define a suitable mobility solution for 6LoWPAN.

Hierarchical Mobile IPv6 (HMIPv6) [29] is an optimization of the MIPv6 regarding the subject of
micro-mobility, in a well known architecture that is composed by a gateway, Home Agent (HA), Foreign
Agent (FA) and several access routers to increase coverage, when MN changes access point, it only needs
to update its local short 16 bit address with the gateway. Their IPv6 Care of Address (CoA) remains the
same. Short addresses are managed by the topology algorithm control.

Mobile IP Fast Authentication Protocol (MIFA) [7] introduces a very simple concept about how to
support macro-mobility with authentication. It defines a group called L3-FHR (Layer 3 Frequent Handoff
Region) composed by the neighbours of a network, where a mobile device is able to move. This protocol
also increases the functionality of the FA entity, making them responsible for the authentication of the
mobile nodes.

Fast Handover for Mobile IPv6 (FMIPv6) [19] main characteristic concerns the MN being able,
through the use of link layer specific mechanisms, to find available access points to request subnet in-
formation. Thereby, MN is able to configure its CoA while is still located in its current network. This
reduces considerably the handoff latency.

Some initial approaches have been defined to support mobility in 6LoWPAN. On one hand, 6LoW-
PAN Neighbour Discovery [26] supports micro-mobility, since it Extended 6LoWPANs, i.e. a group of
6LoWPAN networks interconnected trough a backbone. Functionality of mobility is delegated to Border
Routers, since they check with the other ones whether a Mobile Node is accessible from other of the
Border Routers linked to the same Backbone. On other hand, mobility is supported by a solution based
on lightweight messages version of Mobile IPv6 [27], which is similar to the idea of header compression
used for IPv6 messages over IEEE 802.15.4 [20]. That approach is not suitable since security extensions
cannot be supported, and MN receives a high overload [10]. Other approaches have been considered
based on Network Mobility (NEMO) [17, 5, 12] to reduce overload in MN, and Proxy Mobile IPv6
(PMIPv6), where MN does not require mobile functionality in its IPv6 stack, because exchange of mes-
sages between MN and HA are delegated to a new network device, which acts as Proxy between them.
These protocols are specifically appropriate for 6LoWPAN, because this avoids the involvement of MN
in mobility-related signalling. Finally, other heterogeneous approaches are found in [3, 4, 6].

3 Design Issues

Given the unique low-performance properties of 6LoWPANs, as seen in the introduction, new challenges
arise of enabling mobility and support to devices with highly reduced memory and power. It is therefore
crucial to reduce the additional mobility related signalling overhead, optimize the payload size to reduce
fragmentation in the 6LoWPAN network and optimize use of MAC layer characteristics to increase
devices life-time.

Hence in 6LoWPAN mobility protocol we must consider a set of design issues in order to face these
restrictions. These design issues are being defined from the analysis of MIPv6 protocol over 6LoWPAN
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[15]. They are organized into two groups. On one hand, it is defined the design issues which are
interesting to reach, which are referred as ”goals” for the mobility protocol, on other hand, it is defined
the design issues which are mandatory to reach, which are referred as ”requirements” for the mobility
protocol. The next subsections present it both.

3.1 Mobility protocol goals

In this section are enumerated the goals proposed for mobile IPv6 protocol over 6LoWPAN with the
proposal of optimizing power consumption and optimize use of MAC layer characteristics to increase
devices life-time.

• Global addressing must be supported; 6LoWPAN nodes must be addressable by any corresponding
node, independent of the current whereabouts. It is necessary to reach a global connectivity with
the devices using the current Internet infrastructure.

• Minimize signalling by removing the use of multicast/broadcast flooding and reducing the fre-
quency of link scope multicast/broadcast messages inside the LoWPANs.

• Mobile protocol must be supported in star topology as well as mesh topology where is needed
multi-hop routing to reach a desired destination. Mesh networks are typically formed by nodes
with a high degree of mobility.

• Reduction of related mobility signalling messages to reduce the overhead.

• End devices such as Reduced Function Devices (RFDs) should not be involved in mobility sig-
nalling due to the low performance characteristics of 6LoWPAN devices.

• Fast mobility detection is required to avoid delays, high jitter and/or interruptions of the communi-
cation during handover process. It needs to be considered that a LoWPAN node might even change
its location while being in state of hibernation (sleep mode).

• Mobility solutions should be compatible and based on current IPv6 protocols such as ICMPv6 and
MIPv6.

• Interconnect LoWPANs with backbone links seamlessly, thereby not additional errors and delays
are added for intra-domain handover.

• Mobility and options header for data messages must be optimized as much as possible to reduce
the overhead for data messages in roaming, thereby can be optimized payload and consequently
reduced the fragmentation.

• A LoWPAN node which participates in forwarding packets from its neighbour, i.e., router node,
may no longer be available to forward packet if it moves away from its neighbour’s coverage. Thus
the sender needs to find an alternate router to ensure connectivity and fault tolerance.

• A 6LoWPAN node should be reachable by another 6LoWPAN node or a global network node even
if it moves from a LoWPAN to other one, i.e., support mobility inter-domain.

• A 6LoWPAN node may be able to keep continuous connectivity during handover process.

• The mobility protocol should be based on distributed storage of information rather than conven-
tional central repository due to the nature of instability in 6LoWPANs and to support fault toler-
ance.
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• Node authentication and authorization must be supported to offer security capability, ensure pro-
tection of the resources, integrity and confidentiality of the information.

3.2 Mobility protocol requirements

In this section are enumerated the requirements proposed for mobile IPv6 protocol over 6LoWPAN to
reach a suitable mobility protocol for the features and constrains of 6LoWPAN.

• LoWPAN node has assigned a link local IPv6 address as well as IEEE 802.15.4 MAC address.
In addition is recommendable to assign for each node a global IPv6 address to support global
communication but if the 6LoWPAN network is isolated then it is not recommendable the use of
global addressing, because the overhead of messages sent using global addressing is higher, for
the reason that 6LoWPAN header compression is worse for global addressing than for link local
one.

• The signalling messages must fit within a single IEEE 802.15.4 frame, i.e., fragmentation must be
avoided for signalling messages.

• 6LoWPAN Border Router must notify to the Home Agent about the presence of a mobile node
from its domain, i.e., binding update must be performed by 6LoWPAN Border Router instead of
Mobile Node in order to reduce overload for mobile node.

• The original IPv6 gateway (6LoWPAN Border Router), i.e., home agent is responsible for buffer-
ing and forwarding packets to the mobile node.

• If the mobile node is a router in its home network it is no longer router for its home network during
the roaming time.

• The movement of a 6LoWPAN node with an IPv6 address must be transparent to a correspondent
IPv6 node external to the 6LoWPAN network if is not being used route optimization technique.

• Authentication of the mobile node is required by the 6LoWPAN Border Router of the visited
network, i.e., Foreign Agent, before than 6LoWPAN Border Router updates location information.

• Security support must be provided, e.g. Hospital Wireless Sensor Networks require assuring the
protection of the patient’s information. Security support can be reached by AES security mecha-
nism, which is provided in link layer, but it is relatively loose, therefore it must be limited to the
6LoWPAN network, and for the rest of the elements from the architecture must implement strong
mechanisms for privacy, security, integrity and authentication such as IPSec.

4 System Architecture

The system architecture is made up of a local gateway (Monere System), deployed at each room of the
hospital, such as operating rooms and patient rooms. This local gateway (6LoWPAN Border Router) is
connected to the Internet, other rooms, and the Hospital Information System (HIS) trough the hospital
backbone.

The architecture deployed at the Hospital is presented in the Fig. 1. Where each room system is
a Monere System, and it is connected to the HIS, users (physicians, surgeons and nurses) trough and
Internet.
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Figure 1: Hospital Architecture Diagram

4.1 Hospital Information System

Hospital Information System (HIS) is a system based on Open Services Gateway Initiative (OSGi) tech-
nology for the management of all the other systems from the hospital.

Hospital Information System is the gateway with networks going out of the hospital and the place to
get information and access to the services of the other systems from the hospital. Some of these services
are:

1. Directory service: we can obtain the IPv6 address of sensor nodes and Monere system for each
patient.

2. Localization service: we can obtain the localization of each patient in the hospital from the mo-
bility information.

3. Health status: All the information related to the patient from the medical sensors.

4. Electronic Health Record (EHR): It can provide information from the EHR of the patient.

5. Management of alarms from the Monere Systems: It provides communication to the Doctors
in cases of some alarm from the Monere system about the health status (detection of symptoms or
unusual values from some sensor).

4.2 Monere system (sink node - local gateway

Monere system is the 6LoWPAN Border Router in the hospital rooms and it is also the mobile data
collector (MDC) from the Patient sensors. This gateway is responsible to establish and manage the
connection between other networks. It is equipped with several interfaces that allow it to contact other
networks using (Ethernet, cellular, 6LoWPAN or Bluetooth). It is presented in the Fig.2.

It is equipped with technologies to control home automation (EIB, X10 and ZigBee) and standard
(CANBus, Ethernet and Serial) [23]. Hence, we can connect it to the current sensors from the hospital,
which do not work over 6LoWPAN. Finally, it supports the security requirements defined in Section3.
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Figure 2: Logical diagram of the Monere System

1. Privacy and security. It can cipher the communications with AES-CBC cryptography (256bits
key).

2. Integrity. It can do hashing using SHA256 and CRC using CRC16-ITT.

3. Authentication. It is carried out using hashing ciphered with the shared key.

4.3 Patient node (mobile node)

A set of sensors are been 6LoWPAN powered for continuously transmitting healthcare data such as heart
rate, SpO2, peripheral and core body temperature, glucose etc. Fig. 3 presents the glucometer and SPo2
sensors connected trough 6LoWPAN.

Figure 3: Mobile sensors connected trough 6LoWPAN

5 Mobility Protocol

WSNs present a large scope of applicability and, with the conjunction of the variety of case scenarios
make it difficult to produce a standard mobility scenario. For this reason we are defining a specific
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mobility protocol for Hospital Wireless Sensor Networks, where are fulfil the requirements from this
scenario i.e., continuous monitoring, low latency, no loose of packets and low signalling.

Fig. 4 presents a scenario, where a patient node moves from its base network to other networks
(visited networks) until it returns to the base network. We can consider this kind of scenario at the
hospital when patients wander through the hospital or they are moved to other room to do some medical
tests (e.g. radiography).

Figure 4: Mobility scenario

Phase 1 from Fig. 4 shows an initial state of the patient node in his room, where it is connected to its
assigned Monere system, which is monitoring vital constants of the patient. Afterwards, in phase 2 and
3, it moves to other networks of the hospital. Finally in phase 4, it returns to the base network.

Fig. 5 presents a diagram with the messages exchanged in order to carry out the changes of networks
shown in Fig. 4.

1. Exchange of messages in the Base Network: The messages between 1 and 7 as seen Fig. 5, show
the usual data frames, requests, responses and acknowledgements of the transmission of informa-
tion between sensor node and the Monere system. Data frames contain monitoring information
such as EKG values or SPo2 level. Request messages are queries to the patients either to change
a value of configuration or to obtain some value. Response messages are the replies to the request
messages, where we get the result of the operation. Specifically, for this simulation a data packet
from a pulsioximeter (SPo2 level) is sent each 5 seconds, and a request from the doctor is attended
by the patient node, with its respective response message (messages 4 and 5).

2. Movement detection time: Patient node observes that its link quality has degraded beyond a
certain threshold; it assumes that the patient node is moving [4]. Moreover in the patient node the
current router is no longer reachable, and a new and different access router is available [8].

3. Entering to the visited network (Router discovery): 6LoWPAN coordinator (Monere system)
periodically transmits beacon packets (message 8 in Fig. 5), which contain PAN ID and informa-
tion to access the network. When a patient node enters the network it sends an Association Request
(message 9) with the information of its home agent (Monere system in the base network). Remark
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Figure 5: Messages exchanged for mobility
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that in this step, as we are using fixed IPv6 addressing, 6LoWPAN coordinator must only assign a
short address (16 bits) [5], but it does not need set up the IPv6 address. Monere system detects a
new node in its network, hence it initiates the process to authenticate the node.

4. Authentication of mobile node in visited network: To confirm that the new mobile node is from
the hospital, we need to authenticate it. In first place, foreign agent (Monere system from the
visited network) sends a message to the home agent (Monere system from the base network). This
message informs relative to the presence of home agent network node in its network (message 10).
Home agent replies with a challenge for the mobile network (message 11), hence it can confirm
that it is a real node from its network, because each 6LoWPAN network has a different AES key in
802.15.4 link layer. Foreign agent makes a forward of this challenge to the patient node (message
12). Patient node ciphers the challenge and sends it to the foreign agent (message 13). Foreign
agent makes a forward of this challenge ciphered to the home agent (message 14). Home agent
checks the challenge, if it is right, it sends a confirm message to the foreign agent (message 15). In
other case it sends a deny message to avoid that the unauthenticated patient node receives or sends
confidential information. Finally home agent sends a location update to the HIS of the patient
node. HIS is only going to use this information to locate patients within the hospital. HIS is going
to continue sending messages to this node to the home agent instead of the foreign agent, because
home agent needs to know all the information related to the patient in order to detect anomalies
and symptoms.

5. Exchange of messages in the Visited Network: The messages between 17 and 20 show how a
data frame and its acknowledgements are carried out. It shows how all the messages arrive to the
foreign agent from the home agent and it forwards it to the mobile node.

6. Changing from a visited network to another one: When a patient leaves a visited network,
foreign agent sends a message to the home agent (messages 21-22).

7. Returning to the Base Network: When the patient node returns to the base network it sends a
re-association request to inform the home agent of its new location (messages 23-25).

6 Results and evaluation

The aim of this evaluation is to determinate nodes overload and handoff latency. This evaluation has
been carried out with Omnet++ [1], where has been defined the messages exchanged in our protocol (see
Fig. 5), nodes involved, and medium features for the intra-mobility scenario presented in the Fig. 4.
The messages length has been estimated defining the required fields for each message, and the medium
features defined for IEEE 802.15.4 link are based on the performance results of [22].

As we have already seen, the objective of this protocol is to reduce to the maximum the interaction
of the patient node in the mobility protocol, through the assistance of the other elements of the architec-
ture. This type scenario can be close to the concept of mobility assisted by the network but without the
restrictions placed in the 6LoWPAN network by mesh topologies multi-hop [27].

In first place, we achieve this reduction using fixed addresses, therefore this avoid the stages of ”care
of address configuration”, ”duplicate address detection” and ”CoA Registration with HA” with respect
to Mobile IPv6 [8]. Thereby, we remove time for addressing. We can see that all this communication is
with mobile node, hence by removing these messages we reduce overload in the 6LoWPAN network.

Secondly, all the stages related to the binding update are carried out by the Monere system in the
”binding” stage, having only the mobile node presenting an interchange of messages in order to carry
out the authentication of the patient node challenge.
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Thirdly, as the algorithm is defined, route optimization is not carried out. Although at first this
appears as an inconvenience for general solutions, in our case it does not cause any problem, since in
our system design was defined that all the communications must go through the Monere system (home
agent) in order to carry out the constant monitoring of the patient and additionally it allows us to simplify
even more the mobility protocol, by eliminating the ”routeability CN” stage.

Therefore the handoff time from MIPv6 (see equation 1 and Fig. 9) is reduced with respect to the
handoff time from our proposal, which is presented in the equation2.

Thando f f−MIPv6 = Tmovement−detection +Taddressing +Troutability−CN +Tbinding−update +Tauthentication (1)

where,Taddressing = TCoA−con f iguration+TDAD+TCOA−Register

Thando f f−new = Tmovement−detection +Tbinding +Tchallenge (2)

The messages exchanged (see Fig. 5) in the scenario presented in the Fig. 4 has been simulated in
the platform Omnet++. Fig. 6 presents the Omnet++ environment with the evaluation which has been
carried out. Fig. 7 presents the Omnet++ scenario, which is equivalent to the scenario from Fig. 5.
Finally, the Fig. 8 presents the results of the simulation, where is described as the messages has been
exchanged and the time when is sent and received each one.

The exchange of messages simulated (see Fig. 8), presents that the Data messages sent periodi-
cally each 5 seconds from a pulsioximeter simulated (SPo2 values) have not received any delay because
handoff process.

Figure 6: Omnet++ environment

Table 1 presents a summary of the latency and time added by each one of the steps from the handoff
process.
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Figure 7: Scenario simulated in Omnet++

Table 1: Handoff times summary (details in Fig. 8)

Phase Stage Number of messages Time (ms)

1
Data 8 (Considering communications with Correspondent Node) 41,5709

Data Control 6 (Considering communications with Correspondent Node) 30,2619

2

Network Control 1 (Beacon, it is sent periodically each 0.5 seconds) 5,0507
Negotiation 4 (Association Request and Reply, Binding Request and Confirm) 20,158

Authentication 4 (Binding Challenge, Challenge Request, Reply and Forward) 20,785
Data 3 (Data goes trough Home Agent, since it is necessary for KBS) 15,3931

Data Control 3 15,079

3
Mobility Control 2 (Node left and ACK, it is sent 1 second later node left) 10,000

The rest of messages from this phase are equivalent to phase 2

4
Network Control 1 (Beacon) 5,0507

Negotiation 2 (Reassociation Request and Reply) 10,157

Finally, remark that the proposed mobility protocol satisfies the requirements and goals defined in
the section 3. Specifically, this supports security and authenticate MN with a challenge based on AES
128 bits when the MN changes its Border Router (Monere System), supports global IPv6 addressing,
supports intra-mobility among the Monere systems deployed at the hospital, reduces overload in Mobile
Nodes with respect to Mobile IPv6 (see Fig. 9, mobility protocol is assisted by Border Routers/Proxies
(Monere Systems), distributed storage of the information among all the Monere Systems and mobility
control messages with MN has been defined to avoid fragmentation, i.e. they are limited to one IEEE
802.15.4 frame.

7 Conclusion

Continuous vital sign monitoring in Hospitals is defining a new evolution in the Hospital Information
Systems, the information from continuous monitoring allows the deployment of Knowledge Based Sys-
tems for detection of symptoms and prediction of illness. This paper has presented an architecture to
support continuous monitoring; the most important challenge for this architecture, to ensure the contin-
uous monitoring is to support mobility. Supporting mobility makes possible: provide a new freedom of
the patients, allows to the patients go for a walk around the corridor, and change room for testing without
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Figure 8: Messages exchanged for mobility in Omnet++
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Figure 9: Messages exchanged for MIPv6 handoff

lost the continuous monitoring.
This paper has shown a mobility protocol. This protocol carefully considers the features of the

architecture deployed in a hospital in order to define a solution that reduces the amount of messages
and overload in 6LoWPAN network. These features are, on one hand, the use of fixed IPv6 addressing
to avoid reconfiguring IP addresses when patient nodes change networks. On the other hand, patient
node delegates the management of the mobility to the Monere system. Hence, we reduce the amount
of messages exchanged with the patient node, we reduce from 6 stages (12 messages exchanged) from
Mobile IPv6 to 3 stages (6 messages exchanged) with the mobile node. Finally, this protocol considers
the features of the architecture deployed in the hospital in order to define a solution that exploits the
other elements of the architecture i.e., border router and backbone to carry out the mobility. Thus, the
requirements and goals defined for the mobility protocol are partially fulfilled. For example, smooth
handover is not fulfilled because connection is lost during handoff process. We can conclude that with a
mobility protocol with support of this architecture, it is more feasible in a WSN based on 6LoWPAN.

7.1 Future Work

Ongoing work is oriented to, on one hand, optimization of the protocol to reduce handoff latency with
techniques based on movement direction determination to carry out a fast handoff, which is based on
pre-configuration of the mobile node configuration in the visited network. On other hand, evaluation of
the protocol is going to be carried out in a real deployment, specifically in our Computer Science Faculty
building, where a set of Monere systems are going to be deployed.
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